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Firmware Version 1.00.09

Date:  2016/09/30
	New Feature / System Release
	Description

	System
	If config partition (Cimage) damage(or not completely) in system bootup lead to DUT can’t access then will auto recovery config data

	CLI / Terminal length
	CLI add new commands for show show running-config、show default-config、show start-up-config can specify length:
terminal  length [0-512] <cr>

no terminal  length <cr>

show terminal <cr>

	MAC Table Address
	CLI add show MAC table with sorting and counting functions:

Add:

show mac address-table  interface [port] <cr> 

 show mac address-table  mac [mac-addr] <cr>

 show mac address-table  vlan [vlan_id] <cr>

Remove:

        show mac address-table  top <cr> 
Keep:

        show mac address-table  all <cr>

	Firmware Upgrade
	If firmware upgrade fail ( kernel partition damage) then check that image version number on UI after DUT bootup in another image, it should be null.

	Security / PPPoE
	PPPoE server trust ports

	Update
	Description

	DHCP Snooping
	Modify Security Configuration – “Filter configuration” change name to “DHCP snooping”

	Syslog
	Modify “Mal-attempt Log configuration” change name to
“Syslog Configuration”

	IGMP Snooping
	Modify WEB UI IGMP snooping title

"IGMP/MLD snooping v3" --> "IGMPv3 / MLD v2 snooping".

	RSTP
	Modify RSTP default configure:

· System Priority from 4096 to 32768
· Port Priority from 0 to 128

	System information
	Modify UI show switch information about firmware version title
Current Boot Image

Configured Boot Image

Image-1 Version

Image-2 Version

	ACL / CLI
	CLI add acl command “action permit”

	ACL / CLI
	CLI can't set command "acl ingress-port any" successfaully.

	DHCP Snooping / Option82 / CLI
	CLI set option 82 formated commands is “ip dhcp snooping remote formatted” instead of “ip dhcp snooping formatted”

	CLI
	CLI remove "quit" command.

	SNMP / MIB
	Fixed that SNMP IF-MIB (ifDescr / iName / ifAlias) display incorrect info

	Port Status
	Fixed that CLI support show port description but WEB UI "port status" page not show port description

	IP Source Binding
	Fixed that after enable IP source binding then we cannot access DUT from front console port

	Image info.
	When do "show running-config" or "backup config", title of FW version always display image-1 version, even current is image-2.

	DHCP
	Fixed that device will send 2 different DHCP session after restore configure

	Syslog
	Fixed that DUT can’t send syslog packet

	DHCP Snooping
	Fixed that DHCP packet can't forward to DHCP clients when enabled DHCP snooping


Firmware Version 1.00.08
Date:  2016/05/30
	New Feature / System Release
	Description

	System
	Rewrite the process to avoid the issues of linux system or busybox

	System
	Auto-reboot system in case of out of memory suddenly

	MAC limit
	MAC limit per port in WEB, CLI and SNMP

	IGMPv3
	Enable or Disable IGMPv3 function

	DHCP Option 82
	DHCP OPT 82 Formatted function and related CLI

	TACACS+
	Support user authentication “TACACS+”

	User authentication method
	Support user authentication method MD5 hashed password function

	Update
	Description

	SNMP / trap
	Power down trap(dying_gasp) send trap frequency from 3times/1min to 3times/1sec

	Firmware Upgrade
	Restricted FOS firmware upgrade can only to a corrupted partition if it exists

	IGMP Snooping
	When IGMP Query interval is less than Query Response interval , after reboot or restore config it will make IGMP query interval value change.

	IGMP Snooping
	Modify IGMP query response interval parameter config range:

From 1-6000 change to 1-255

	IGMP Snooping
	Fixed IGMP snooping table not clear under Query interval less than response interval.

	VLAN QinQ
	CLI add commads about VLAN QinQ

	LLDP
	CLI modified show LLDP information title

	ACL
	CLI add new command “acl action deny”

	ACL
	Change CLI command “acl no action” config from “deny” to “permit”

	ACL
	Remove CLI command “acl action permit”

	ACL
	Modify CLI show configure

	DHCP Option 82
Remote-ID
	Fixed the wrong packet content for remote id user manual string.

	SSH
	SSH function can’t not work.

	DHCP Option 82
Circuit-ID
	When default value with Option82_Circuit-ID, the packet of first byte should be display "00", but it display "01"

	IGMP Snooping
	Fixed that IPTV will freeze and IGMP table sudently empty

	DHCP Option 82
Remote-ID
	Fixed that WEB can’t show default DHCP OPT82 remote-id with MAC address

	DHCP
	After change vender id DUT not send DHCP release packet.

	IGMP Snooping
	Multicast stream lost while client join/leave to same group lead to IPTV freezes

	SNMP / Event log
	SNMP can not display the IPv4 address of the login user in the event log table correctly

	Restore configure / IGMP
	After restore config igmp vlan id config would be set to default value even the igmp vlan id config is empty

	IGMP Snooping
	Fix the issue that igmp snooping receive igmpv3 packet with illegal value (number of group record) cause program crash.

	IGMP Snooping
	Fix issue that group record number in igmpv3 packet be changed by igmp snooping module

	SNMP / Trap
	When DUT is GB version but SNMP trap object ID is same as CTS version

	DHCP Snooping
	Switch a port from unlimit to DHCP of IP sourceguard. Then it will drop DHCPv6 renew packets until it receives a DHCPv6 solicit

	MAC Address Table
	When all UI set same MAC address and same VID at different port in Static MAC Address Table, system not pop warning message even setting not success

	MAC Address Table
	CLI/WEB/SNMP can’t set broadcast MAC address in Static MAC table now

	Static IP Table
	The entry in the Static IP Table Configuration can not be deleted by the telnet command

	DHCP Snooping
	SNMPc can not add IPv4 address into DHCP Snooping table successfully. And the original IPv6 address doesn't disappear and will be transformed

	SNMP / NTP
	Check from the SNMP server. The "SNTP status" is "Enabled". Check from web and telnet. The SNTP status is "Disabled"

	802.1X
	The 802.1X statistics table can not be updated

	System / RSTP
	Plug out one forward port and plug in again, than sent 1 pps forwarding packet from other port, RSTP port will can't blocked

	IGMP Snooping
	Fixed that when a port leave a group before , in the next time other ports leave specify group that port will affected

	Event Log
	When firmware upgrade error then event log will show invalid ip address.

	IGMP Snooping
	When set the IGMP snooping to enable then reboot DUT , the first IGMP join packet can't pass through to server port

	Network DHCP
	After restore with enable DHCP config file DUT will have two dhcp clients

	NTP
	When IPv4 can’t get ip and gateway address from DHCP server then NTP will not send IPv6 address packet

	QinQ
	Enable QinQ and set ether type to 0x8100, VLAN behavior will error, (0x8100)tag packet will be remove tag by DUT then drop

	QoS
	If set a port is ingress port and access mode(User Priority) will only marking P-Bit and send out but QoS not work

	Port link / LED
	Plug SFP-20TP/SFP-30TP WEB panel LED will blink show link-up even if not plug network line

	Port link / LED
	When change combo-port config from copper to fiber manual 1000M and plug SFP-20TP/SFP-30TP HW LED will always light even if not plug network line(about continue 2mins to 3mins)

	Port link
	If fiber port link-up in bootup then DUT will not bootup completely

	RSTP
	Fixed UI show RSTP statistics page RSTP received number place in STP received

	Firmware Upgrade / FTP
	UI use FTP to do firmware upgrade but only input user name without input password then upgrade will fail

	Restore configure / Loop-detection
	When enable loop-detection and detect port, and then backup confgure, the configure file loop-detection function was disable


Firmware Version 1.00.07
Date:  2015/11/20
	New Feature / System Release
	Description

	N/A
	N/A

	Update
	Description

	Port link / LED
	Port link-up to speed 100M then LED maybe can’t blink.


Firmware Version 1.00.06
Date:  2015/11/17
	New Feature / System Release
	Description

	N/A
	N/A

	Update
	Description

	ACL configure
	UI set ACL “IPv4 Source IP” and “IPv4 Destination IP” configuration will not verify input IP address is validity or not.

	System / Port Statistics
	Improve refresh port counter rate times.

	Switch configure
	Modified default config about” Statistics Polling Interval /Statistics Polling Ports” from 5 secs/5ports to 6 secs/12 ports.

	IGMP Snooping
	If IGMP Query Interval value is smaller than Query Response Interval due to bootup from old config or restore old config then convert query interval value to a new value.

	IGMP Snooping
	If IGMP Query Response Interval is over 255 due to bootup from old config or restore old config then convert query interval value to 255.

	IGMP Snooping
	UI can’t set Query interval smaller than Response interval but if Query interval is not bigger than Response interval(1/10) 5secs. then will not clear IGMP snooping table even not join packet.

	IGMP Snooping
	Fix the issue that igmp snooping receive igmpv3 packet with illegal value (number of group record) cause program crash

	IGMP Snooping
	Fix issue that group record number in igmpv3 packet be changed by igmp snooping module.

	ACL configure
	Set ACL configure of IPv4 Source IP or Destination IP must in index 1-128 but UI show wrong message.

	IGMP Snooping
	Let igmp snooping drop igmpv3 packets.

	CLI / DHCP Snooping
	CLI command “no ip sourceguard static-ip” can’t work.


Firmware Version 1.00.05
Date:  2015/10/27
	New Feature / System Release
	Description

	N/A
	N/A

	Update
	Description

	MAC Address
	UI show MAC address in uppercase.

	MAC Address Table
	CLI show mac address table change place of “VID” and “MAC Address”.

	IGMP Snooping
	IGMP configuration “Query Response Interval” value range is 1-255 (1/10sec)

	IGMP Snooping
	IGMP configuration “Query interval” value should bigger than “Query Response Interval”

	CLI / ACL configure
	Change CLI command “acl no action” config from “deny” to “permit” and add command “acl action deny”

	MAC Address Table
	CLI add new commands “show mac address table all”

	MAC Address Table
	CLI add new commands “show mac address table top

	Network configure
	When change network mode from DHCP to Static mode, it will lose IP address (cannot access).

	DHCP Snooping / Option 82 / Remote-ID
	Fix the wrong packet content for remote id user manual string.

	SSH
	SSH function can’t not work.

	DHCP Snooping / Option 82 / Circuit –ID
	When default value with Option82_Circuit-ID, the packet of first byte should be display "00", but it display "01"

	IGMP Snooping
	IPTV will freeze and IGMP table suddenly empty.

	DHCP Snooping / Option 82 / Remote-ID
	WEB can’t show default DHCP OPT82 remote-id with MAC address.

	Network DHCP
	When change vender id DUT not send DHCP release packet.

	IGMP Snooping
	Multicast stream lost while client join/leave to same group lead to IPTV freezes.

	SNMP / Event log
	SNMP can not display the IPv4 address of the login user in the event log table correctly.

	Restore configure / IGMP
	After restore config igmp vlan id config would be set to default value even the igmp vlan id config is empty.


Firmware Version 1.00.04
Date:  2015/08/20
	New Feature / System Release
	Description

	N/A
	N/A

	Update
	Description

	CLI / Port isolation
	When CLI enable port-isolation then note will display “Port Isolation, Port Based vlan is automatically invalid.”

	Restore configure / Port isolation
	Restore config port-isolation can’t work successfully.

	Port configuration
	Fixed when combo port set to fiber then save config and reboot but that port will not blink when link-up.


Firmware Version 1.00.03
Date:  2015/08/19
	New Feature / System Release
	Description

	N/A
	N/A

	Update
	Description

	WEB / Port isolation
	UI modified port isolation config page/commands.

	WEB / Port-based VLAN
	UI display Port-based vlan group name from “Port Name” to “Name”.


Firmware Version 1.00.02
Date:  2015/08/12
	New Feature / System Release
	Description

	N/A
	N/A

	Update
	Description

	Loop-detection
	Fixed issue that loop detect packet from other device under management VLAN would be received by module.

	Loop-detection
	Fixed issue that loop detect settings in module might be incorrect in some setting order.

	Loop-detection
	After a system loop happens, loop detection cannot successfully lock ports which the physical loop happen on.

	Loop-detection
	When loop-detection happened but LED blink frequency as normal link status.


Firmware Version 1.00.01
Date:  2015/08/10
	New Feature / System Release
	Description

	Loop Detection
	Loop detection behavior change
1.1 “Block” port instead of “shut-down” port whenever the port is detected as looped-port.

1.2 Keep sending and “listening” loop-detection packet on the looped-port 

1.3 Let the LED of looped-port blink at a cycle of 2-second period (1-second light, 1-second dark)
1.4 “Unblock” port whenever the system does not receive loop-detection packet on the looped-port for a period of “un-lock interval verification-period”

	Update
	Description

	System / CLI session
	CLI can support maximum 4 sessions in the same time.

	System / SNMP
	SNMP port status and port counter polling let it speed up.

	Port-isolation
	Port-isolation independence from port-based VLAN.

	Loop Detection
	Loop detection status if the port with trunk vlan id 7 then will display “Tagged-VLAN 7” otherwise it will only display “Untagged” when that port is access vlan.

	Switch system
	Telnet timeout can only set to 5-300 seconds but can’t set to disable now.

	VLAN
	In WEB/CLI/SNMP port based vlan includes CPU port option.
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